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U ®POBI CEPBICH OCBITHU SAAK EJEMEHT BE3IIEKOBOTO
MPOCTOPY: MOPIBHAHHS HAIIIOHAJBHOTO
TA MIZKHAPOJTHOT'O TOCBIIY

Cmamms Konyenmyanizye yugposi cepgicu ocgimu 5K CK1a008y 0e3neko8o2o npocmopy oep-
JHcasu, mepumopianbHux 2pomao i 3aKiadie 0ceimu 8 ymosax 60€HH020 cmany 8 Yxpaini. O0IpyH-
MOBAHO, WO NAAMPOPMU OUCMAHYITIHO20 MA 3MIULAHO20 HABUAHHS, eleKMPOHHI HCYPHAU T U0OeH-
HUKU, cepeicu eneKmpoHHoi idenmugikayii ma asmenmugbixayii, cOuni ma eany3esi peecmpu
3000y8auieé ocgimu i nedazo2iyHux NPayieHUKie, cepsicu 6i0eo38 3Ky, CX08uuwd Yyu@pposozo Kom-
MeHmy, cucmemu el1eKmpOHHOI KOMYHIKaYii 3 opeanamu 81a0u ma HOCMAadaibHUKamu nociy2 00HO-
YACHO € eneMeHmamit 0C8IMHbOL IHppaAcmMpyKmMypu i KpUMUYHO BANCIUBUMU THHOPMAYIIHUMU CUC-
memamu. Ha ocno6i MidicOucCyuniinaprHoeo ananizy nOEOHAHO HOPMU 0C8IMHbO20, THhopMmayilinozo,
AOMIHICMPAMUBHO20 3AKOHOOABCMEA, Pe2YII08AHHA Y Chepax eleKMPOHHUX OOKYMEHMIB, eleKmpo-
HHUX 008IpYUX NOCTYe, eNeKMPOHHUX KOMYHIKAYIU, 3aXUCMy NepCOHANbHUX Oanux i Kibepbesnexu,
a makodic nioxoou nyoniuHo2o 8psa0yeants ma «yudposoi mpancopmayiiy (nepexio 0o cepgicHo-
niameopmenux mooeneil YnpasiinHs) 0as 008edenHs HeobXionocmi posensoamu yugposi cepsicu
ocsimu K eiemenm HayioHanvbHol i 10Kkanbhoi 6e3neku. 30ilicHero nopisHsIbHe 3iICMAasienHs YKPa-
iHCLKUX npakmuk i3 pekomenoayiamu misicnapoonux opeanizayii UNESCO, UNICEF, OECD, Cei-
mogoeo banky ma mexuiunumu cmanoapmamu ISO/IEC 27001, ISO 22301, ISO/IEC 27701, WCAG
2.1, EN 301 549, mamepianamu ENISA i NIST, wo 3acmocogyiomvcs 00 3axucmy 0C8imHix eKocuc-
mem. Buokpemneno kaouosi epynu puzukie: nopyuienns KoH@ioenyiinocmi ma yiiicHoCmi 0aHux
dimetl i nedaeoeie, KOMnpoMemayisi 0ONIKOBUX 3anUCi8, HeOOCMYNHICMb Cepsicie uepe3 mexHiuHi 3001
abo xibepamaxu, HeBIONOBIOHICMb BUMO2aM OOCMYNHOCMI, GIOCYMHICMb NIAHIE be3nepepeHocmi
HasuanHs, ppazmenmapHicms ynpasninua nocmadanvHuxamu. Cpopmosano mooensb iHmezpo8aHozo
VIPABAIHHA PUBUKAMU, 3ACHOBAHY HA npuHyunax ‘‘security by design” (besnexa, 3axnadena y npo-
ekmysants cepsicis), “privacy by design” (npusamnicms, 66ydosana 6 npoyecu o0poOKU OaHux)
ma “resilience by design” (cmiiikicmsb, 60y0068ana y cmpykmypy cucmem), 3anponoHo8aHo cucmemy
iHOuKamopis docmynnocmi, 6e3nepepeHOCmi, 3axXUWeHoOCmi ma npPo30pocmi Yyupposux oceimmix
cepegicis. Pospobneno oopoocuio kapmy incmumyyionanizayii besnexu yugposux cepgicie Ha pis-
HAX 0eporcasa — epomada — 3aKa1ad oC8imu — nPosatioep, wo 8KIIUAE BCINAHOBNEHH MIHIMATbHUX
HAYIOHATbHUX 6UMO2 00 A8MeHMUIKAYil ma ynpaeiinus 00Cmynamu, pe3eperHoco KOnito8anHs i 8i0-
HOBJIeHHS, MOHIMOPUHZY THYUOEHMIB, YKAAOAHHSI MUNOBUX 002080DIi6 3 NOCMAYATbHUKAMU 3 YPAX)-
BAHHAM CMAHOAPMI8 IHOPMAaYiliHOT De3nexu, BNPOBAVNCEHHA IOKATbHUX NOTIMUK 3AXUCMY OAHUX
i pecynapHux HagYamw i3 Kibepeicienu. /[osedeHo, wo 8npo8addceH st maxoi pamku inmespye yugp-
PO8I cepsicu ocsimu 8 cucmemy 0e3neKo8020 NPOCMOPY, 3HUIICYE BPA3TUICIb dimell [ nedazo2ie 00
Kibepsazpos, 3abe3neyye be3nepepsricmob HABUAHHS Ma NIOBUWLYE 008IPY 00 NYONIYHUX THCMUMYYILL
V BOEHHUL MA NICAABOEHHULL NEPIOOU.

Kniouosi cnosa: yugposi cepsicu oceéimu, beznexoguii npocmip, Kibepbesneka, 3axucm nepco-
HAIbHUX OaHUX, b6esnepepsHicmv HABYAHHA, OOCMYNHICMb, YNPAGIIHHA pusukamu, nyoniute epsaoy-
6AHHA, CMIUKICM®.

ITocranoBka npodiaemu. B ymoBax moBHOMacmI-  TeTChkoi Mepexi. 3001 muardopMu 34aTHI IPU3BECTH
TabHOI arpecii uu(poBi cepBiCH OCBITH NEPETBOPU- 10 3PHBY HABYAJIBHOTO IMpPOILECY B IJIOMYy PerioHi;
THCs Ha «HEPBOBY CUCTEMY» HIKIILHOI Ta YHIBEPCH-  BHTOKH JAaHUX CTBOPIOIOTH O€3MOCEpPE/IHI 3aTPO3H IS
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JiTel, meaaroriB i 00’ €KTiB KpUTHYHOI iH(pacTpyk-
TYpH; HEIOCTYIIHICTh CEpBICiB BIITBOPIOE Ta MOINIH-
0JII0€ OCBITHIO HEPIBHICTH, OCOONMBO Il BHYTPII-
HBO ITepeMineHnx ocid i Bpa3nuBux rpymn. OmHOYacHO
nrdpoBizamis BiIKPUBAE MOMITHBOCTI AJIST 1IHKITIO3HB-
HOCTI, aAaNTUBHOTO HABYaHHSA, MIPO30POCTI yMpaB-
JHHA 1 3aJIy4eHHS TPOMaJSTHCHKOTO CYCIIJIbCTBA JI0
KOHTPOJIIO 3a AKICTIO OCBITHIX mociuyr. Lle axryari-
3ye oTpely po3risaaTi nudpoBi OCBITHI CEPBICH HE
JIUIIE SK TEXHOJIOTIYHI iHCTPYMEHTH, a SK €JIEMEHT
0e3meKoBOT0 MPOCTOPY, IO BUMArae MiJIiCHIX IMPaBo-
BUX PaMOK, YiTKUX YNPaBIIHCBKUX MPOLEAYP, Y3ro-
JOKEHHX CTaHAApTiB Ta i1HIUKATOPiB €(PEeKTUBHOCTI.

AHagi3 ocraHHiX aocaigkeHs i myOmikauiii.
[Mixxomu «unpoBOro BpsiLyBaHHS, 3alIPOIIOHOBaHI
1. Jammisi, X. Maprertc, I. Meprens, C. O300pHOM
Ta iH., MIKPECIIOITH MepeXif BiJl BIIOMYUX iH)OP-
MaliiHUX CUCTEM JI0 TIIaTHOPMHUX MOAENIEH, y TKUX
JIlaHl Ta CepBICH CTalOTh 0a3010 IS CIIBIIpaIl Jaep-
JKaBH, Tpomaj i xopuctyBauiB. Konmenmii my0miy-
HOTO BPSIIYBaHHS 1 CIIIBTBOPEHHS MyOJIYHHUX MOCITYT,
po3BunyTi JIx. bpaiiconom, b. Kpoc6i, JI. brymbepr,
T. BoBaepmom, E. Jlepdnepom, MOsICHIOIOTH, K mud-
POBi 1HCTPYMEHTH MOXYTh IMOCHJIIOBATH IyONIi4HYy
iHHICTP 332 YMOBHM MPO30POCTI U MiA3BITHOCTI.
V¥ ranysi “ICT4D” P. I'ikc Harojiomrye Ha 3aJI€KHOCTI
e(eKTHBHOCTI TM(POBUX pIilleHb Bif IHCTHTYIIIH-
HOI CIIPOMOKHOCTI Ta COIiaNbHOI 1HKITIO31i. SIKICTh
OHJIAHtH-OCBITH Ta POJb iIHQPACTPYKTYpU TPYHTOBHO
nmociimpkeHo 'y npansgx b, Minz, T. Annepcona,
. Tappicona. Mixuapoani opranizanii UNESCO,
UNICEF, OECD, CgitoBuii 0aHK po3poOHIH PEKO-
MEHJAIli momo Oe3MmepepBHOCTI HABYAHHS, 3aXHCTY
JiTel B OHNMalHi, Tn(poBOi IHKITFO311 Ta CTIHKOCTI CUC-
teMm ocBitu. Crannaptu ISO/IEC 27001, ISO 22301,
ISO/IEC 27701, nacranoBu ENISA ta pamku NIST
BU3HAYAIOTh BUMOTH JI0 3aXHCTY iHpOpMaIii, ynpas-
JiHHSA Oe3MepepBHICTIO Ta MPUBATHICTIO. B ykpaiH-
CbKOMY HAayKOBOMY IHCKYpCi TPHIIISETHCS yBara
nugpoBiid Tparncopmalii myOImiYHOTO yIpaBIiHHSA,
BIIKPUTUM JTaHUM Ta KiOepOesmel, mpoTe iHTerpo-
BaHe YIPaBJIiHHS pU3UKaMH IM(POBUX OCBITHIX cep-
BiCiB, 30KpeMa 111010 IOEAHAHHS BUMOT TOCTYITHOCTI,
0e3nmepepBHOCTI, 3aXWUCTy TMEPCOHAIBHHUX JaHUX
1 TIPaBOBOTO CTaTyCy MOCTa4daJbHHUKIB, BHCBITICHO
¢parmenTrapHo. HasBHUIT poO3puB MiXkK TEXHIYHUMHU
pekoMeHaalisiMu Ta (opMaTbHUM JOTPUMAaHHIM
3aKOHOJ/IaBCTBA y MPAKTHIII 3aKJIJ[iB OCBITH 1 rpoMal
00IpyHTOBY€ HEOOX1IHICTh CUCTEMATHU3aIliT I IXOIiB.

IlocTanoBKka 3aBaaHHs. MeTa CTarTi — OOTpyH-
TyBaTH LOIJIICHY paMKy pO3TIsSAy HA(POBHX CEPBICiB
OCBITH fIK elleMeHTa Oe3IEeKOBOTO MPOCTOPY, MOPiB-
HSTHU HaI[iOHAJBHI 1 MIXKHAPOJIHI MiIX0AU JI0 iX mpa-

BOBOTO Ta OpTaHi3alliifHoro 3a0e3MeYeHHs 1 3aporio-
HyBaTH MPaKTUYIHI IHCTPYMEHTH 1HCTUTYIIIOHAJI3aIIi1
0e3mneKu, JOCTYITHOCTI Ta 0e3nepepBHOCTI 3a3HAYEHIX
CEpBICIB y crcTeMi IyOIIiYHOTO BPSTyBaHHS OCBITOIO.

Mertopmomoriss AoCTimKeHHs. JIOCTIIKEHHS 3/1M-
CHEHO K MDKIUCIUIUTIHAPHE, 0 TIOEIHYE TAKCOHO-
Mit0 IU(POBUX OCBITHIX CEPBICIB, KPUTHYHHI aHAII3
3aKOHOMIABCTBA YKpaiHW y cepax OCBITH, €ICKTPO-
HHUX JOKYMEHTIB Ta JOBIpYMX HOCIYI, €JIEeKTPO-
HHUX KOMYHiKalild, 3aXUCTy MEPCOHAJIbHHUX JaHHX,
iHpopMariitHoi Oe3neKku, a TaKoK HOPMAaTHBHUX
aKTiB BOEHHOTO Iepioy. Bukopucrano kommaparus-
HAW aHaii3 MibkHapomamx aokymeHTiB UNESCO,
UNICEF, OECD, CsitoBoro 0aHKy Ta TEXHIYHHX
cragnaptiB [SO/IEC, EN, pexomenpamiii ENISA
i NIST. 3actocoBaHo iHCTpyMEHTH omepaiioHaji3a-
1ii TOHATH TOCTYITHOCTI, OE3MepPepPBHOCTI Ta Oe3MeKH
OU(pPOBUX CEPBICIB Hepe3 CUCTEMY IHIIUKATOPiB,
a TaKOX JIOTIKY MOOYIOBH «IOPOKHBOI KapTH 1MII-
JIEMEHTaIlii Ha PIBHAX JepikaBa — rpoMaja — 3aKiiaj
ocBiTH — mpoBaiimep. OOMEKEHHS TOCIiHKEHHS
MOJISIraloTh Y BiJCYTHOCTI CYLUIBHHX EMITipHy-
HUX BHMIPIOBaHb 1 CIUpaHHI Ha AOCTYymHHi oQi-
LiAHI JaHi, aHAJITHYHI 3BITH Ta MIJOTHI MPAKTHUKH.

HopmaruBHo-ipaBoBe mone. IlpaBoBi 3acamu
opraHizamii OCBiTH, TpaB i 00OB’A3KiB YYacCHHKIB
OCBITHBOTO TIPOIIECY, aKaJIeMIiYHOI aBTOHOMIi 3aKia-
IiB Ta BIAMOBIAAJBbHOCTI 3aCHOBHHKIB BU3HAYAIOTHCS
3akonoM Ykpainu «[Ipo ocBiTy» 1 3akoHoM VYkpa-
ian «IIpo TOBHY 3arajpHy cepenHiO OCBITY» [l;
2]. KOpumuunay cmily eleKTpOHHHX JOKYMEHTIB Ta
EJIEKTPOHHOTO JOKYMEHTO00Iry 3abesmeuye 3akoH
Vkpainu «IIpo enexkTpoHHI JOKYMEHTH Ta €JIeKTPO-
HHHUI JOKYMEHTO00Ir», a (yHKLIOHYBaHHS KBasiQi-
KOBaHHMX €JIEKTPOHHHX MiAMUCIB 1 Meyarok — 3aKoH
VYkpainn «lIpo emekrpoHHi mOBip4i mocmyru» [3;
4]. CrangapT eNeKTPOHHUX KOMYHIKAIild i BUMOTH
JI0 MEPEX Ta MOCIYT, Y TOMY YUCIi KPUTHYHHUX VIS
OCBITHIX MIaTdOpM, BCTAHOBIIOE 3aKoH YKpaiHH
«[Ipo enekTpoHHI KomyHikauii» [6]. 3axuct mepco-
HaJbHHUX JTAHUX Y4HIB, OaThKiB, MEIAroriB Ta IHIIMX
KOPHUCTYBadiB ITMGPOBHX CEPBICIB BHU3HAYAETHCS
3akoHoM VYkpainu «IIpo 3axuct mnepcoHaIbHUX
JaHWX», & CHUCTeMHI BHMOTH JO TOOyIoBH Kibep-
Oe3nexu — 3akoHoM Ykpainu “IIpo ocHOBHI 3acaiu
3a0e3reueHHs Kibepoe3neku Ykpainuy [5; 7]. [udop-
MalliiiHa BIAKPUTICTh 1 MiA3BITHICTH IpOBaiiepiB
OCBITHIX IOCIYT 1 OpraHiB YMPaBIiHHSA OCBITOIO
IpyHTYEeThCcsl Ha 3akoHax Ykpainu «llpo iHdopma-
uito» Tta «Ilpo moctyn mo myOmiuHOi iH(oOpMawii»
[8; 9]. Opranizanito 3000yTTS 3arajJbHOI CepeqHBOT
OCBITH ¥ OCBITHBOTO MPOIECY B YMOBaX BOEHHOI'O
CTaHy JAETai30BaHO HakazoM MiHiCTepcTBa OCBITH
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1 Hayku Ykpainu Bin 28 Oepesnst 2022 poky Ne 274
«IIpo nesixi muTaHHs opraHizaiii 3100y TTs 3araJibHOI
CepeIHbOI OCBITH Ta OCBITHBOTO MPOLIECY B YMOBax
BO€HHOTO cTaHy B YkpaiHi» [10]. CykymnHicTh 3a3Ha-
YeHUX HOPM, y TIOETHAHHI 3 MDKHAPOIHUMH CTaHAap-
TaMu iHPOpMaLiHOI Oe3MeKn Ta JOCTYITHOCTI, CTBO-
PIOE TPABOBY 1 METOANYHY OCHOBY JJISl IHTETPOBAHOTO
yIpaBIliHHS pU3MKaMH HU(POBUX OCBITHIX CEPBICiB.

Buxkiaa ocHoBHOro marepiady. L{udposi cepsicu
OCBITH JOIUTBHO PO3IVISAATH SIK B3aEMOIIOB’S3aHY
EKOCHCTEMY, Y SIKili TEXHOJIOTIUHI pIllIeHHs o€ HaHI
3 TIPaBOBUMH, OpraHi3allifHUMH Ta OE3NeKOBHMU
BuMoramu. J{o 11i€i ekocucTeMH HaJlexaTh IIaTQOpMH
yhpaBiiHH HaBdaHHAM “LMS” (cucteMu yrnpaBiiHHS
HABYAJILHUM TPOLECOM), IIEPCOHAII30BaHI Cepe-
opuma “LXP” (turatdopmui HaBYAJTHLHOTO JOCBITY),
€JICKTPOHHI JKYpHAJIU Ta ILOACHHUKH, CEPBICH €JIeK-
TpOHHOI ineHTU]iKawii i aBreHTUdIKALi] “elD”, pee-
CTpH 37100yBadiB OCBITH 1 MEAATOTIYHUX TPAIlIBHUKIB,
3aco0M BiJICOKOH(EPEHII-3B 513Ky, CXOBHILA HABYAJIb-
HUX MarepiajiB, CEepBiCH €JNEeKTPOHHOI KOMYHIKaIlii
MIDX TITKOJIaMH, OaTbKaMH, OpraHaMH BJIaJX Ta TIOCTa-
YaJbHUKaMU IOCIYT. Y BOEHHHM Yac L €KOCHCTEMa
HaOyBae TMOABIHHOI MpPUPOAM: TEAArorivyHoOl, IO
3abesrneyye JOCTYN A0 3MICTy, OL[HIOBaHHS, KOMY-
HIKallil0 W MATPUMKY Oe3lepepBHOTO HaBYAHHS, Ta
0e3MeKOBOI, ITOB’A3aHO]I 13 3aXMCTOM >KUTTS 1 T1IHOCTI
TTEeH, 30epekeHHAM JaHUX PO MiCIIE3HAXOKCHHS,
CTaTyc BHYTPIIIHBO MEPEMIIIeHNuX 0ci0 Ta 0coOmmBi
OCBITHI TOTPEOH, TaApaHTyBaHHAM CTIMKOCTI HaBYaJIb-
HOT'O TIPOIIeCy B YMOBax 0OCTpiJIiB, OKyIallii, eBaKya-
il Ta BUMYyIIEHOro niepemimienns [1; 2; 11; 14; 18].
HasBri mocmimkeHHs mU(POBOTO BpsSAyBaHHS Ta
“digital era governance” MiIKPECTIOIOTh, IO TakKi
wiatgopMu (HaKTHYHO BHKOHYIOTH (DYHKIIii ITyOITiv-
HOI 1H(pacTpyKTypH, Oe SIKICTb cepBicy i Oesmeka
CTarOTh CKJIAZIOBUMH MyOJTiuHOT IiHHOCTI [15; 16; 29].

[TopiBHsIPHUI aHATI3 MIKHAPOTHUX IIIXOIIB
JTO3BOJISIE BUOKPEMHTH TPU 0a30Bi MPHUHITUIIN TIPO-
€xTyBaHHS 1 (pyHKIIOHYBaHHS IH(POBUX CEPBICIB
ocsitu. [lepumii npunmmn — “security by design” —
nepeadavae iHTErpaIito BUMOT Oe3IeKH BXKE Ha eTalli
apxiTeKTYpHUX PILIeHb: MiHIMi3allis 00CATIB JaHHX,
mo 30MparoThCs, 4YiTKE BU3HAUEHHS poJiel 1 mpaB
JIOCTYITY, BAKOPUCTAHHS aBTCHTH(IKAII{ 3 ITiABHIIIe-
HUM pIiBHEM JAOBipH, OOOB’S3KOBE XYpPHAIIFOBaHHS
omepauii, muppyBaHHs NaHUX MiJ 4Yac 30epiraHHs
1 TmepenaBaHHsA, PETYJSpHI ayOWTH i TeCTyBaHHS
3axumieHocti [24; 25; 28]. lle# miaxing BiamoBigae
BUMOI'aM 3aKOHOJABCTBA LIOAO 3aXUCTY II€PCOHAIIb-
HUX JaHuX 1 KibepOesrekn Ta 3MEHIITye BPa3InBiCTh
CepBiCiB 10 THMOBUX 3arpo3, BumineHnx ENISA Ta
NIST, takux sk ¢immHr, “ransomware”, HECaHKIIi-
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OHOBaHWM JOCTYN 0 OONIKOBUX 3aIlUCIB YU MOPY-
MIeHHS IUTICHOCTI 0a3 mauux [7; 24; 27; 28]. dpyruit
npuHOUM — “privacy by design” — ¢oxycyeTbcs Ha
JNOTPUMaHHI TIpaB Cy0’€KTIiB MEPCOHAIBHUX JTaHHUX
BIANOBIIHO [JO HAaLiOHAJBHOTO 3aKOHOAABCTBA:
00po0OKa JaHuX JiTel 1 memaroriB Mae 3/ilCHIOBA-
THCS HAa BU3HAUEHMX 3aKOHOM Ii/CTaBaxX, 3 YITKO
OKPECIICHOI0 METOI0, TIPOIIOPIIIHIM 00CSITOM 1 CTPO-
KaM{ 30epiraHHs, MepeadadyBaHUMH IMPOLEAYPAMU
JOCTYIy, BUIPABIEHHS Ta BHIAIEHHsS iH(opmamii
[5; 8; 9; 26]. nsa HoBuX (hyHKUiH muardopM JOLiIb-
HUM € 3aCTOCYBAaHHs OL[IHIOBaHHS BIUIMBY Ha TpH-
BatHIcTb 3a Jorikoto [SO/IEC 27701 1 Mi>kHapOIHUX
pEKOMEHIAIlIA MO0 3aXUCTy HiTeH B IHU(DPOBOMY
cepenoumi [12; 26]. Tperiii nmpuHmmnm — “resilience
by design” — opieHTOBaHHI Ha BOYJOBaHYy CTiHKICTb:
BUKOPHCTaHHS PE3EPBHUX KOMii, reorpadiyHo pos-
nofiNieHo1 1HQpacTpyKTypH, ajJbTepHATUBHUX KaHa-
JB JIOCTYITy, HasIBHICTh 3aTBEpPKEHUX ITUIaHIB 0e3-
MIePEPBHOCTI MISITBHOCTI 1 CIIEHapiiB BiXHOBICHHS,
BimmosimHO 10 BUMor ISO 22301 i mpakTuk 3a6e3-
NeYeHHs1 Oe3MepepBHOCTI HAaBYaHHS, SIKi (DIKCYIOThCS
y 3Bitax UNESCO, OECD ta CgitoBoro 6anky [13;
14; 18; 25]. doTpuMaHHS IUX TPHOX MPUHIIMIIIB
TIepeTBOPIOE MU(POBI OCBITHI CEPBICH 3 TEXHITHOTO
IHCTPYMEHTY Ha 3aXWIICHUH MyOIiYHUA cepBic, 10
31aTeH (QYHKLIOHYBAaTH B yMOBAaxX KpHU3H.

VY HauioHaJbHOMY KOHTEKCT] BHSBIISIOTHCS HU3KA
CUCTEMHHUX BHKJIMKIB. JlOCBi TpoMaj i 3aKiaiiB
OCBITH MIATBEP/DKYE (QparMeHTanito BHKOPHUCTA-
HAX TUIaTopmM, pi3HYy 3pUTICTH YIPaBIIHCHKAX Ta
IT-mmpornteciB, HepiBHOMIpHE JOTPUMaHHS BHUMOT
3aXHCTy NMEPCOHAJIBHUX NaHHUX, OOMEXEHI pecypcH
Ha Kibep3axucT i HaB4aHHS nepcoHany [17; 18; 19].
YacTo BiaCcyTHI (opMaii3oBaHi MONITHKH iHpOpMa-
iHOT Oe3meku, peecTpu 0OpoOOK HaHWX, IPOIIe-
IypH YIIpaBIiHHS IHIUAECHTAMH, a IOTOBOPH 3 TIPO-
BaiilepaMy HE MICTSITh YiTKO BHU3HAYEHUX BUMOT
mono mupyBaHHS, XYPHAIIOBaHHS, PE3EpPBHOTO
KOITIFOBaHHA Ta BiANOBIAaJBHOCTI 3a MOPYILICHHS
[5; 7; 24]. Lle npu3BOAUTE 10 PO3PHUBY MiXK HOPMaMHU
3aKOHOMABCTBA 1 (DAKTHYHUMHU TapaHTIIMH OC3IEKU
YYaCHUKIB OCBITHBOTO TIPOIIECY, OCOOIUBO B yMOBaxX
BOEHHOTO CTaHy, KOJIU JaHi PO MiCLE3HaXOMKEHHS,
MapIIpyTH €BaKyamii, HaJeXHIiCTh 10 Bpa3lUBUX
TPyl HaOyBarOTh 0COOIMBOI Uy TAUBOCTI [6; 7; 14].

Jiia momonaHHS WHOTO PO3PHBY Ha pIiBHI Jep-
’KaBH OOTPYHTOBAHWM € BCTAHOBJICHHS MiHIMAJIbHUX
000B’I3KOBHUX BIMOT JI0 ITU(POBUX OCBITHIX CEPBICIB.
Jo Taxoro 6a30BOTo MepemiKy, CIMpalunuch Ha CTaH-
naptu ISO/IEC 27001, ISO 22301, ISO/IEC 27701,
pexomenpanii ENISA, NIST ta mpaktuky kpain €C,
JOIUTBHO BIJIHECTH BHUMOTH IIIOJ0 BHKOPHUCTAHHS
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HaJIMHUX 3aCc00IB ENeKTPOHHOI ineHTH]IKaIii, mija-
TpuUMKH OaratodakTopHOi aBTeHTH(IKAIil, BeACHHS
JKYPHAJIB JOCTYILY, KpUIITOTpadiyHOTO 3aXUCTY, PO-
BEJICHHS PETYISIPHUX ayauTiB Oe3MeKd, HasBHOCTI
IJIaHIB Oe3MepepBHOCTI MisUTBHOCTI, BiIITOBITHOCTI
BuMoraMm poctymHocti WCAG 2.1 ta EN 301 549
1 mpo3oporo iHGOpMyBaHHS PO IHOUACHTH [23; 24;
25; 27; 28; 30]. Vuidikariis TakMx BUMOT Ha HAIliO-
HAJIBHOMY PiBHI JO3BOJIUTH 3MEHILIUTH TEXHOJOTIYHY
(dhparMeHTaIio, CIpOCTUTH KOHTPOJIb 1 3a0€3IICUUTH
OiBII piBHI YMOBH JIJIS BCiX 3aKIIa/IiB OCBITH.

Ha piBHI TepuTOpiallbHHX TpoMaja pe3yibTaTH
JocIipkeHb U poBoi TpaHchopManii myOaidHOTO
YOpaBIiHHS CBiAYaTh MPO BAXKIMBICTH 1HCTUTYLIH-
HUX CIIPOMOXHOCTEH «IIOCEPEeIHUKIB»: caMe Ipo-
MaJy 37aTHI KOOPAWHYBaTH BHOip T1aTdopM, 3a6e3-
MeYyBaTH CETMEHTAIIIIO 1 3aXHCT JOKATBHUX MEPEK,
OpraHi3oByBaTW CIIUIBHI 3aKyHiBli, CTBOPIOBaTH
HEHTPU TUPPOBUX KOMIETEHTHOCTEH AJIS 3aKJaiB
ocsitu [16; 17; 19]. IlpakTuka kpain €C neMoOH-
cTpye e(eKTHBHICTh pETiOHANBHUX IEHTPIB Tif-
TPUMKH MK 3 MATaHb KiOepOe3meku, yIpaBTiHHS
JIAHUMU Ta JOCTYITHOCTI, SIKi 3a0€31MeYyr0Th THUITOBI
MOJIITUKY, MIa0JIOHW JOTOBOPIB 13 IMpoBaiaepamu,
KOHCYJIBTAIlii Ta MOHITOPUHT iHIMAEHTIB [19; 27;
29]. ®opmyBaHHA TaKUX LEHTPIB 200 MiKMYHIIH-
MaJbHUX CEPBICHUX CTPYKTYpP B YKpaiHi MOXe OyTH
IHCTPYMEHTOM MacIITaOyBaHHS KPaIUX MPaKTUK Ta
MiTPUMKA MaJUX TpOMas.

Ha piBHi 3akiany ocBiTd LUQPOBI cepBich cTa-
I0Th YaCTUHOK BHYTPIIIHBOT CUCTEMU 3a0€3MEeUCHHS
skocTi. HeoOXigHUMM elleMEeHTaMH € 3aTBepIKeHa
MTOJTITHKA 3aXUCTY JAHWX, PU3HAYCHHS BiAIIOBIIAITh-
HOI 0cobm ab0 KOMaH[H, BeJIeHHS peecTpy iHpopma-
IHHUX aKTUBIB Ta 0OPOOOK MEpPCOHAIBHHUX NAaHUX,
MiHiMi3aWisg MpaB OOCTYINy BiAMOBITHO IO poJiei,
perIaMeHTH PE3ePBHOTO KOIMIIOBAHHS, TEPIOIUYHI
TpeHyBaHHS IEpPCOHANY LIOAO i y pa3i KibepiH-
munaeHTy [5; 7; 24; 26]. MibkHApOIHI JOCIIIKCHHS
MiKPECIIOTh, M0 MOETHAHHS TEXHIYHUX 3ac00iB
Oe3MeKN 3 CUCTEMHUM HaBYAHHSAM IIE€IAroriB 1 aaMmi-
HiCTpaliil 3HWXKY€E YacTOTy iHIMICHTIB 1 MOKpAIIye
TOTOBHICTh JI0 KpU30BUX cuTyarli [18; 20; 21]. dus
YKpaTHCHKUX 3aKJIaJiB OCBITH, fKi MPAIIOIOTh ITiJT
obcTpinamu abo MPUHMAIOTh 3HAYHY KiTBKICTH BHY-
TPIIIHBO TEPEMIlIEeHNX Y4YHIB, Taka IHCTHTYIIiifHA
BIIOPSIIKOBAHICTD CTA€ HE JIUILIE HOPMATHBHOIO BUMO-
Troro, a i yMOBOIO IOBipH 0aThKiB i MapTHEPIB.

Oco0nuBy TpyIy CTaHOBJISITH JaHI MPO JiTed Ta
inmi ayTiEBi Bimomocti. MmeTses mpo pesyisTatd
HaBYaHHSA, iHpOpMAIli0O MPO CTaH 3I0POB’S, CTa-
TyC IUTHHH 3 OCOONIMBUMH OCBITHIMH TOTpeOamu,
HasexHicTh A0 BIIO, a Takok reomaHi yKpHUTTIB

1 MapIIpyTiB eBakyarii. Biamosinxo 1o 3akony Ykpa-
iHU «ITpo 3aXUCT MEepCOHAIBLHUX JAHUX» Ta MPUHIIU-
miB ISO/IEC 27701 Taki maHi MarOTh OOpOOIATHCS
3 ypaxyBaHHSM ITiIBUIIIEHOTO PiBHS 3aXHUCTY: OOMe-
KEHe KOJIO 0Ci0, SKMM HaJaeTbesl AOCTYIH; TEXHIYHI
O0OMEKEeHHS KOTIIOBAHHS Ta €KCHOPTY; YiTKO BHU3HA-
YeHl CTPOKH 30epiraHHs; MpOIEAypH aHOHIMIzaIlii
UL aHAITHYHUX [uted [5; 26]. 3ampoBamkeHHS
€IMHOT HAIlIOHAJIBHOI TAaKCOHOMII OCBITHIX IaHUX
i3 BU3HAYEHHSIM KaTeropili YyTIMBOCTI Ta PEXHUMIB
JOCTYIy MOIJIO © 3MEHIIMTH PHU3HKH JOBUIBHOTO
TPaKTyBaHHs BUMOT Oe3MEeKH Ha JIOKaJbHOMY PiBHi.

HocTtynHicTh  TUPPOBHX  CEpBICIB  MPSIMO
TIOB’s13aHa 3 peai3alfi€lo mpaBa Ha OCBITY JJIS OCi0
3 IHBAJIIAHICTIO, JIT€H 3 OCOOJMBHMMH OCBITHIMH
norpebaMy, BHYTPIIIHBO NeEpeMilIeHHX ocid Ta
iHmux Bpasznusux rpyn. Bumorn WCAG 2.1 ta EN
301 549 BCTaHOBIIOIOTH CTAHAAPTH CIIPHUHSATHOCTI,
KEpPOBaHOCTi, 3pO3yMIIIOCTI Ta HAAIMHOCTI 1HTEp-
(beficiB; emmipuyHi MOCITIIKEHHA IIOKa3ylOTh, IO
HEBIiIMOBITHICTh IIMM CTaHJAApTaM MPU3BOAHUTH JIO
(aKTHYHOTO BHKIIIOUYEHHS 4YacTUHH KOPHUCTYBadiB
3 ocBiTHBOTO TIpouecy [23; 30]. Tomy undposi miar-
(dhopmu, 1110 3aKYMOBYIOTHCS 200 PO3POOIIAIOTHCS JIJIst
CHUCTEMH OCBITH, MalOTh MTPOXOIUTH OIIHKY AOCTYII-
HOCTI; B IHIIIOMY pa3i JieprkaBa i TpOMajiil BiATBOPIO-
I0Th HEPIBHICTb, CyNEpEewIHBY A0 3aJCKJIAPOBAHUX
MIPUHIUIIB iHKIO311 [1; 2; 11].

BesnepepBHICTh HABYAHHS Y BOEHHUH Yac € 1HTe-
rpajbHUM 1HIUKATOPOM CTIMKOCTI LHU(PPOBUX cep-
BiciB. [Ipaktuka, y3aranpHeHa OECD ta CBiTOBHUM
0aHKOM, JEMOHCTpPY€ e(EeKTHUBHICTh 3aCTOCYBaHHS
MeTtoAonorii  “business continuity management”:
iZeHTH]iKalis KPUTUYHUX TNPOLECIB (MIPOBEICHHS
YPOKIB, KOMYHIKallisi 3 0aTbKaMH, BUCTABJICHHS OIli-
HOK), BU3HAYEHHS MIPHITYCTUMOTO Yacy BiTHOBJICHHSI
Ta MAaKCHMAaJIbHO IIPUITYCTUMUX BTpaT JaHUX, BiaIpa-
LIOBaHHA CLEHapiiB Mepexody Ha pe3epBHI KaHaIH
(o¢naitn-marepiany, ajbTEpHATHUBHI  IUIAT()OPMH,
acuHXpoHHi Qopmarn) [13; 14; 25]. [1yOniuni iHIU-
KaToOpH — 4acTKa 3aHsTh, IPOBEICHHUX 32 PO3KIAIOM,
CEpeNHii Yac MPOCTOI0 CEPBiCiB, KUIBKICTh 3aJI0KY-
MEHTOBAaHUX 1HIHICHTIB — CTAlOTh MEXaHI3MOM IIiJI-
3BITHOCTI TPOBAMJIEPiB 1 OpPTaHiB YNpPaBIiHHSA OCBi-
TOIO Ta JO3BOJISIOTH IPOMajiaM OLIHIOBATH peanbHy
CTIHKiCTh IM(POBOTO CepeIOBUIIIA.

IMopiBusmpauit  goceing kpain OECP 3acBin-
qye, 0 HaWOiIbII 3axuieHi i eEeKTHUBHI CHCTEMHU
BHHHUKAIOTh TaM, i OCBiTHI MmIar(opMu iHTETpOBaHi
3 JIepKaBHUMH CHCTEMaMH €NEeKTPOHHOI ileHTU(i-
Kallii, /e yKIaJaloTbhcs CTaHIapTH30BaHi TOTOBOPH
3 MMOCTa4aIbHUKAMH 13 3aKpiIUIEHUMHA BUMOTaMH JI0
ceprudikanii iHdopmariitHoi Ge3neku, Iporexypu
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ayIMTy, IPO30POro MOBIAOMJICHHS IIPO iHIMICHTH Ta
rapanrii mepeHeceHHs JaHuX MijJ Yyac 3MiHU MpoBaii-
nepa [19; 24; 27; 29]. Takwuii miaxia MiHIMi3ye 3aiex-
HICTB BiJl OKpEMHX KOMEPIIIHHUX PIllIeHb 1 JO3BOJIIE
MMOETHATH TEXHOJIOTIYHY THYYKICTH 31 CTaOUIbHICTIO
1 MiA3BITHICTIO MyOmiyHOT iHPpaCTPyKTypH. Ananrta-
s IMX MEXaHi3MiB B YKpaiHi uepe3 THUIOBI yMOBH
JIOTOBOPIB Ta JOOPOBUIBHI MPOrpaMu BIAMOBITHOCTI
cranaapraMm iH(opMaIliiiHoi Oe3MeKu s MpoBaii-
JIepiB OCBITHIX CEPBICIB MOXE CTaTH PEaTiCTHIYHUM
KPOKOM [0 3MIITHEHHS 0e3MEKOBOTO MPOCTOPY OCBITH.

BucuoBku. Lludpoi cepBicum ocBiTH B ymMOBax
BOEHHOTO CTaHy € CKJIaJ0BOIO OE3MEeKOBOTrO IMpo-

CTOpY, a He JIUIIE IHCTPYMEHTOM HaBYaHHS. 1X HaIiii-
HICTh, 3aXUINEHICTh, JOCTYIHICTh i OE3MEePEPBHICTH
Oe3nocepeHbO BILTMBAIOTH HAa peaji3allifo mpaBa Ha
OCBITY, 3aXHCT JiTeH 1 MOBipy IO MyONiYHOI BIIAIH.
Amnani3 yKpaiHCHKOTO 3aKOHOJABCTBAa Ta MDKHApPOA-
HUX CTaHJAPTIB CBIIYMTH PO HASBHICTH JOCTATHHOL
HOpPMaTHBHOI 0a3u JUIst TOOYIOBH 1HTETPOBaHOI CHC-
TEMH YIPaBIiHHS PU3UKAMH, OAHAK MPAKTUYHA 1MII-
neMeHTanis norpedye YHOPMYBaHHS MiHIMaTbHUX
BHMOT' JIO CEpBICiB, TOCWJICHHS BiAIOBiIaIBLHOCTI
MMOCTa4YaIbHUKIB, PO3BUTKY I1HCTUTYHIHHUX CIIPO-
MOXHOCTEH Tpomaj i 3aKiafiB ocBiTH Ta (opmy-
BaHHS KYJIBTYPH KiOepririeHu.
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Kuzmenko H. O. DIGITAL EDUCATION SERVICES AS A COMPONENT OF THE SECURITY
SPACE: NATIONAL AND INTERNATIONAL EXPERIENCE COMPARED

The paper conceptualizes digital education services as a component of the security space for the state, local
communities and educational institutions under martial law in Ukraine. It argues that learning platforms,
e-registers, identification and authentication services, education databases and data exchange channels
function simultaneously as education infrastructure and security-relevant information systems. The study is
based on an interdisciplinary analysis of Ukrainian legislation on education, electronic documents and trust
services, electronic communications, personal data protection and cybersecurity, as well as on a comparative
review of international guidelines (UNESCO, UNICEF, OECD, World Bank) and technical standards (ISO/
IEC 27001, ISO 22301, ISO/IEC 27701, WCAG 2.1, EN 301 549, ENISA, NIST). The article identifies key risks
related to confidentiality, integrity, availability and continuity of digital services and proposes an integrated
risk management model grounded in the principles of security by design, privacy by design and resilience by
design. A set of indicators for availability, continuity, security and transparency is suggested, together with a
roadmap for institutionalizing security of digital education services at the levels of state, community, school
and provider. The implementation of this framework is argued to reduce the exposure of children and teachers
to cyber threats, safeguard uninterrupted learning and strengthen trust in public authorities and education
providers in wartime and post-war recovery.

Key words: digital education services, security space, cybersecurity, data protection, accessibility, business
continuity, governance, resilience.
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